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Great to be here – honor to be here presenting to you.  Thank you for inviting GE Healthcare to have such a prominent place in your agenda.  I’ve stood up here for nearly five years and my message remains that same – we measure our success through your eyes.We are thrilled to be here.  We have a ton of great progress and content to share with you – from this presentation today to Mike Friguletto’s tomorrow morning, to the demos in the booth, the multiple voice of customer sessions.  We look forward to showing you the actions and progress that we have made.  This is a remarkable meeting and I can feel your energy – our users drive so much content and have such an influence on our strategy and direction based on your feedback.  Thanks for making the most of these few days and for including us in this meeting.(include any attendee data/% increase stuff here)
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Speaking of learning something new



Today’s discussion 

Upgrade options 

Preparing for CPS 11 upgrade 

Post upgrade configuration 
requirements/expectations 

FAQs / Useful links 



CPS Upgrade Options  
GE Performed 
Upgrade 
• Upgrade 

Coordinator 

• Technical Resource 

• SWAT Team Post 
Upgrade Support 

Self upgrade 

Presenter
Presentation Notes
Upgrade Coordinator serves as primary liaison between customer and GE team throughout upgrade.   GE Upgrade Resources will ensure the latest ancillary installations are in place post upgrade including:CPT and ICD CodesObservation TermsClinical KitsStandard plug-in configurationMIK/DTS Installation/ConfigurationAnalyticsCentricity BridgeCustomer Knowledge Transfer Session Including Common Pitfalls/Questions Post UpgradeBest results seen by customers who provide RDP or VPN access over Webex, especially for after hours upgradesSWAT Team provides post upgrade support for customers, offering assistance across several departments including EDI, technical, and application specialists.  After SWAT process is complete, you will resume standard support.Self upgrades will need to account for these



Preparing for Upgrade  

IT Recommendations 

Third Party 
Readiness 

Documentation 
& Training 
 

5010 
Readiness 

Hardware 

Application Preparation 



Hardware  
• Review hardware requirements for servers AND 

workstations  

• Consider "recommended" vs. "minimum" specifications 

• Windows XP Pro is no longer supported for client 
workstations with CPS 11 

• IE 9 

• Utilize the Install Guide to configure SQL for optimal 
performance 

• If GE completes upgrade, Are You Ready and Calculating 
Hardware Requirements documentation required 

Presenter
Presentation Notes
See Useful Links section for specifications.Consider "recommended" vs. "minimum" specifications especially for power users (large schedules, claim batching, remit processing)CPS 11 has been tested and approved against IE 9.  Other versions of IE may result in issues with viewing growth charts and dosing calculators.  If you encounter issues, Support will require bringing your browser within specifications.Calculating Hardware Requirements document contains detailed information:	*Cached SAN controllers and more detail regarding IOPS requirements	*Simpler design and layout	*Calculator shows minimum recommendations	*Choose the fastest processor within your budget that is not less than the recommended value	*RAM within your budget that is not less than the recommended value



Going Virtual 

• VMWare ESX 4.1  

• Microsoft Hyper-V 2008  

• Hyperthreading recommended and assumed 
in Calculating Hardware Requirements.xlsx 
vCPU count 

 

Presenter
Presentation Notes
ESX 4.1 is the approved/tested version however we’ve seen clients use newer versions with no problems.  ESX scales larger and has more capability than Hyper-V.Avoid Oversubscribing of VMHosts  



Citrix/TS Recommendations 

Virtual CCC Users per 
vCPU 

Yes Yes 8 

Yes No 10 

Product Minimum 
Version 
Supported  

Citrix XenApp 
Presentation 
Server 

6.0 

Citrix ICA Client 12.1.44 

Microsoft RDP 
Client 

7.1 

Virtual CCC Users per 
server 

No Yes 40 

No No 50 

Presenter
Presentation Notes
Citrix/TS VM may have 2 or 3 vCPUsRatio of users is the same for Citrix and Terminal ServicesGE does not recommend running thick clients in remote offices and encourages customers to implement a Citrix/TS solution.



Large Site Considerations  
( 250+ Concurrent Users) 

• Separate arrays for OS, DB, Transaction Logs, 
and Tempdb recommended  

• Dedicated spindles required for database 

• Calculating Hardware Requirements.xlsx 

 

Presenter
Presentation Notes
LUN striping may be approved on a case by case basis depending on hardware, Calculating Hardware Requirements output, and SAN configuration, performance, and connectivity. Calculating Hardware Requirements.xlsx scales for large sitesJBoss/Application servers are more CPU intensive with EMR module as opposed to PM module only.



Documentation and Training   

• Training Portal 

 

• Release Notes  

 

• What’s New 

Presenter
Presentation Notes
The combination of the CPS Training Portal, Release Notes, and What’s New documentation offer a wealth of critical information to appropriately prepare for an upgrade.  They should all be utilized to ensure a site’s readiness.Training Portal:  	CBTsRelease Notes:  	Fixed and known issuesWhat’s New: 		New functionality/featuresSee Useful Links for documentation.



 
 
 
 
 

Identifying Pre-Upgrade Application 
Settings 



Application Preparation 

Custom 
Reports 

System 
Application 

Settings 

Registration 
Required 

Fields 

Billing 
Report 
Criteria 

User 
Preferences 



Identify Administration Custom 
Reports & Billing Report Criteria 
 

Presenter
Presentation Notes
Identify Administration custom reports & make plans for repair in advance.  Reports are housed outside of the database.How to Access this Information By Version:PM 04 Customers (Administration -> Administration Settings -> Reports -> Modify)CPS 2006 / 9.x (Administration -> Reports -> Business Reports Criteria -> Modify)Screen prints should be taken for each report so criteria can be reset post upgrade.Custom reports may or may not work post upgrade depending on their design and schema requirements.



Identify Reports custom reports  

Presenter
Presentation Notes
Housed in database.Types of custom reports in Reports module.Red items indicate a custom report.Green items indicate custom criteria has been saved within report.Custom reports may or may not work post upgrade depending on their design and schema requirements.



Identify Registration Required Fields 
 

Presenter
Presentation Notes
All Registration Required Fields should be notated before upgrade.New fields should be reviewed for configuration options after reviewing training materials.FYI:  If you choose to require Insured ID, the application will require an Insured ID for every patient insurance, regardless of whether the ID is marked Active or Inactive.  Also, Birthdate is no longer an option in CPS 10 and 11 because it is automatically a requirement in the Registration module.



 
Document Bulk Charge Import and Guarantor Based Collection Settings 

 

Presenter
Presentation Notes
If your current version does not offer the same functionality, refer to What’s New and other training guides to determine configure preferences post upgrade.



Notate User Preferences  

Presenter
Presentation Notes
All user preferences, columns, and toolbars will need to be reset post upgrade in Administration module.  Screen prints will make this process easier.



 
 
 
 
 

Other Pre Upgrade Considerations 



Third Party Readiness 

• Coordinate upgrade and readiness with all 
third party vendors 

• CCC Version / Develop Upgrade Plans to 
8.3.7.3, if necessary 

• MQIC 

Presenter
Presentation Notes
Coordinate upgrade and readiness with all third party vendors Plug-InsInterfaces (MIK/DTS)CySolutions/VisualutionsBiscomKryptiqMedFusionTelevoxIf you have not upgraded CCC since 10/2011, you will need to make plans to do so.If any forms have been customized, those same customizations will have to be made on newer formEnsure the CCCQE User-Edit-Definitions.txt file has the appropriate specialties turned on and any others are off for performanceContact MQIC prior to upgrade if using (mqic@ge.com)



IT Recommendations  

• Good backup  

• Perform upgrade under SQL “sa” account 

• Rollback strategy 

 

Presenter
Presentation Notes
GE recommends running standardized SQL Server Agent Backup Job for all backups.If possible, implement and test a disaster recovery scenario to ensure readiness. Rollback strategy should consider the database restore, website, licensing, DTS/MIK, all third party applications, and other ServerSetup requirements.



Everyone_CPS and Upgrades 

PM04 

CPS 2006, 9.x, and 9.5 

CPS 10 

Presenter
Presentation Notes
Regardless of chosen security model, all upgrades will create the Everyone_CPS group within CPS.  Upgrades from PM04:If AD model was used in PM04 and is the chosen model for CPS 11, migration tool will copy every user in the standard Everyone AD group to a CPS group called Everyone_CPS.  It will ignore any users that do not have a last name or login.Upgrades from CPS 2006, 9.0, and 9.5:All users in standard Everyone AD group copied to a CPS group called Everyone_CPS.Upgrades from CPS 10:Everyone_CPS group already introduced



Active Directory vs Application 
Security 

Active Directory 

•Auto Create Users 

•Auto Sync AD Groups 

•Less Maintenance within 
CPS 

Application 

•End Users can manage 
application security 
without IT assistance 

•Password management 
options within application 

 

Presenter
Presentation Notes
Highlight Active Directory and Application Security models benefits to assist customers with making the appropriate choice. 



Active Directory Security Model 
Requirements 

• AD Services Account 

• Used to communicate 
between Application 
server and AD for 
authentication 

• Domain Administrator 
privileges 

• Must be able to 
enumerate AD 

 

 

Presenter
Presentation Notes
If using AD security model, an AD services account is entered via ServerSetup to communicate between the Application server and AD.  If credentials or privileges for this user are changed or if the account is disabled, all access to CPS will be denied with the exception of the superuser account.Advanced Options allow sites to configure multiple DCs for access.



Adding New Users in AD Security 
Model 

Presenter
Presentation Notes
To add a new user:Administration Module.  The ellipses indicates where users can be queried in AD.



Adding New Groups in AD Security 
Model 
 
Insert Screen Print •Can pull from AD or 

create new groups 

•Add users to Security 
Groups that are not 
members of the AD 
group 

•CPS does not write 
back to AD 

Presenter
Presentation Notes
Adding Security Groups and UsersYou can add Security Groups based on AD or new Groups that do not exist in AD.You can add Users to Security Groups that are not members of the AD group.CPS does not write back to your AD



Additional AD Security Model 
Functionality 

 

 

Auto Create Users 

 

 

Auto Sync Groups 

 

Presenter
Presentation Notes
Auto Create Users and Auto Sync GroupsCPS 11 allows an auto sync groups option to automatically sync AD groups with CPS Security GroupsCPS 11 allows an auto create users option when users are added to AD groups that have been added to CPS.  If you choose to implement Auto Create Users, Auto Sync Groups is requiredIf Auto Create Users is on, the user is created in CPS upon initial login.



Creating Security Groups using 
Application Security Model 



Adding Users with Application Security 
Model 

Presenter
Presentation Notes
Adding users when using Application Security Model:Administration -> System -> User and Resource Management -> Users -> User ManagementAny fields with an asterisk are required.  Assigning privileges is completed the same way across AD and Application Security models.



Password Management Options 

Presenter
Presentation Notes
Administration -> System -> Idle Timeout and Password ManagementConfiguration Options for:Idle timeoutMaximum # of login attemptedTime between login attendsPassword Configuration:ExpirationNumber of Passwords RetainedPassword Composition Requriements and MinimumsNote:  If a user reaches the idle timeout limit with a Registration or Chart record, the correlating Registration or Chart record can only be accessed by the user who was logged in to it. User A is writing to the Susie Smith record in Registration and reach the Idle Timeout limit.  The Susie Smith record will be read only for all users until User A logs back in.  In this instance, the Susie Smith Chart record is still read/write as it is separate from the Registration record.



IT Requirements  

• Internal Team Ready for Client/Plug-In 
Installation  

• Ancillary installation considerations 

• ICD 10 Diagnosis Codes for Billing 
• Review custom clinical content 
• Load appropriate codes by chapter 

Presenter
Presentation Notes
Ancillary installation considerations:  Knowledge BasesICD&CPT CodesObservation TermsClinical KitsCCCMUAnalyticsThird Party applicationsICD 10 Diagnosis Codes for Billing:Post Upgrade, your GE technical representative will load the latest codes to a master table within the database.  It is a customer’s responsibility to determine and load the appropriate codes for use within the application:Administration ->Codes -> Billing System -> Load Diagnosis CodesAdministration -> Codes -> Billing System -> Load HCPCS and CPT CodesLoad only the billing codes your practice needs for performanceAll users should be out of system during loadClarify which codes you need by chapter/subset to prevent unnecessary data loading and performanceLoading the entire code set can 6 or more hours. Often there is not a one-to-one correlation between ICD-9 and ICD-10 codes.  Customers are responsible for selecting the appropriate codes, understanding how they map to ICD-9, and billing accurately.Update any clinical content that work with ICD-9 exclusively



MIK/DTS Upgrade Process 

MIK 

•Export Registry Files 

•Update to x64 where 
necessary 

•Import Post Upgrade 

•Confirm all configurations 

•Move necessary file 
shares 

DTS 

•Emr.ini 

•Identify/secure Network 
llogic folder 

•Llogic\standard and 
llogic\upgrade 

•Options to run as service 
or application 

Presenter
Presentation Notes
Always refer to cps_upgrade.pdf documentation when performing own upgrade.MIKRegistry Files to Export:HKEY_LOCAL_MACHINE\SOFTWARE\AHCHKEY_LOCAL_MACHINE\SOFTWARE\GEIf moving to a x64 OS, you must modify the Registry files to reflect the WOW6432NODE folder structure before importing.Verify service accounts, Ports and/or folder structures for receiving/sending files.Move necessary folder structures to new hardwareDTSEmr.ini identifies the DTS within the CPS application as well as other DTS configuration optionsIdentify your network llogic folder:Administration -> System -> Llogic -> DefaultsNetwork llogic folder should be secured to ensure it is not removed when installing the CPS client.After installing CPS 11, new standard and upgrade folders must be copied to the network llogic folder to upgrade it to CPS 11DTS can be run as an application or as a service.  If running as an application, an account must always be logged in.



Post Upgrade Application Testing 

Application 
Security 

Reports 
Security 

Custom 
Collection 

Letters 

User 
Preferences 

System 
Application 

Settings 



Handling Non User Billing Resources 
 

Presenter
Presentation Notes
Review Billing Resource Management Line Items.  Promote to User if these resources will ever login to the application.Failure to Promote to User will prevent security setup for the individual resource.



Confirm/Configure Application 
Security 

• Confirm users, groups, 
credentials, and 
group/user privileges 
 

• New 
Functionality/Permissions 

Presenter
Presentation Notes
Application security found in Administration -> System -> User and Resource Management -> UsersConfirm users exist as well as login credentials, group and/or user privileges.New functionality/Permissions:Change patient contactsChange patient home location of careChange patient photoThese tasks initially required New Patient or Change Registration privileges*If upgrading from CPS 9.5 or later, these privileges are automatically set for users with the Change Registration permission.  *Pre CPS 9.5 customers must manually set these permissions post upgradeAdditional Permissions Considerations:Create Facility – automatically creates and links a facility when creating a LOCGE strongly recommends a 1-1 match across facilities and LOCSChange/complete/remove ordersUsers who modify orders must have this permission in addition to Change Chart



Verify/Review Report Security 
 

Presenter
Presentation Notes
Report Security is separate from the application security stored in Administration.  This security must be confirmed and reconfigured where necessary post upgrade.



Custom Collection Letters  
 

Presenter
Presentation Notes
GE recommends customizing the new CPS 11 standard collection letter rather than attempting to update the previous version.



Post Upgrade Administration 
Verification/Configuration 

• Bulk Charge Import/Guarantor Based 
Collection Settings 

• User Preferences 

• Registration Required Fields 

• Business Reports Criteria 

 

Presenter
Presentation Notes
Bulk Charge Import/Guarantor Based Collection Settings:  Administration -> System -> ApplicationUser Preferences: Administration Module and Choose System -> User and Resource Management -> Users -> Preferences.All user preferences, columns, and toolbars must be reset post upgrade.GE recommends setting this post upgrade at the Enterprise level, customizing where necessary for power users.  Schedule preferences should be carefully considered for performance impact. Registration Required Fields:  Administration -> Registration -> Registration Required FieldsBusiness Reports Criteria:  Administration -> Reports -> Business Reports CriteriaCustom reports may not work post upgrade depending on design/schema changes.



CPS 12 Software Requirements 
(Preliminary) 

Client 

Win 8 Pro x32 & x64 

Win 7 Pro x32 & x64 

IE 10 x32 

IE 9 x32 

App/DB Servers 

Windows Server 2012 x64 

Windows Server 2008 R2 x64 

SQL Server 2012 SP1 
Enterprise & Standard 

SQL Server 2008 R2 



 
 
 
 
 

Documentation Resources 



Useful Links 
 

Document Name Location 

CPS 11 Documentation http://centricitypractice.gehealthcare.com/cps_11/docum
entation.htm 

CPS 11 MU Readiness http://centricitypractice.gehealthcare.com/mu/index.htm 

CCC http://centricitypractice.gehealthcare.com/ccc/index.htm 

On-Line CPS Training 
Portal 

http://centricityportal.gen21.com/knav/nav 

Sign Up for Listserv centricitypmservices@ge.com.  

ICD-10 Lookup Tool http://apps.who.int/classifications/icd10/browse/2010/en 



Thank you for joining us. 

Questions 



Presenter
Presentation Notes
Thank you  all for the time today and I would be happy to take any questions
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